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ABSTRACT

Cryptocurrency had its most turbulent year in 2022. The collapse of TerraUSD ushered in a broad market decline, and the FTX debacle brought new publicity and scrutiny to crypto’s woes. Both events will likely spark new regulation and legislation.

Policymakers and regulators should regulate market structures like exchanges. While many cryptocurrencies are extremely transparent and require little if any additional disclosures, others are plagued by serious informational asymmetries. An exchange might allow participants to trade Bitcoin, and regulators need to protect investors who rely on such exchanges. Investors may face informational asymmetries regarding the operation and safety of the exchange. Nevertheless, the exchange is unrelated to traded assets like Bitcoin and Ether. Thus, we could consider securities and exchange regulation to be ancillary to crypto itself.

Regulators should focus on such ancillary regulation of market structures and resist calls to impose minimum-product standards on crypto. The FTX debacle involved the soundness of the exchange and not the soundness of mainstream cryptocurrencies like Bitcoin. Even before the collapse of TerraUSD, prominent voices called for stablecoins to be brought within the tightly regulated world of banks and other insured depository institutions. Even if such moves could have protected investors in TerraUSD, protection is not necessarily sound policy. At the present time, stablecoins do not function as methods of payments. Moreover, extending banking regulation to stablecoins almost certainly would mean governmental support if not outright deposit
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insurance. Such a move would also make many stablecoins impractical if not illegal. For now, regulators should let developers and investors continue to take risks in the design of stablecoins and other crypto rather than imposing direct regulation.
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INTRODUCTION

When delivering my remarks at the Law Review’s Symposium on Cryptocurrencies in February 2022, I argued for a regulatory structure that acknowledges, and even uses, the peculiarities of the blockchain. Specifically, I argued that regulators should consider the extent to which various cryptocurrencies are inherently transparent. Bitcoin, for example, is so decentralized that it is likely not a “security” for purposes of U.S. securities laws. We would struggle to find a central party with otherwise hidden information that should be disclosed to investors. Moreover, policymakers likely could not effectuate changes to the Bitcoin blockchain directly. For example, policymakers might have concerns over the environmental impact of Bitcoin mining operations. Yet, because Bitcoin is so decentralized, policymakers could not readily mandate changes to Bitcoin’s mining protocols in the hopes of lessening the environmental impact.

Thus, policymakers should focus their attention on activities that exist outside of the Bitcoin protocol. Policymakers might be powerless to change the mining protocol, but they could regulate mining operators within their jurisdictions. Similarly, policymakers have regularly focused their attention on market actors in order to curtail fraud and manipulation. In short, policymakers cannot regulate Bitcoin itself, but they can regulate actors who deal with Bitcoin.

In my remarks at the Symposium, I urged policymakers and scholars to consider this distinction as they examine emerging problems in the world of cryptocurrencies. For example, policymakers will inevitably impose some regulatory structure on stablecoins (cryptocurrencies pegged to the U.S. dollar or other sovereign currency). The regulatory approach should, however, ...
depend on how individual projects are organized. The DAI stablecoin relies on smart contracts and the blockchain to maintain a peg between its value and the U.S. dollar. In contrast, the Tether stablecoin (USDT) relies on financial reserves of bank accounts and other high-quality assets. Under my suggestion, USDT should be the subject of greater regulatory scrutiny rather than DAI because Tether’s structure is inherently more centralized and less transparent than DAI’s.

This Article continues to advocate these points but acknowledges the challenges of later events. In early May 2022, the TerraUSD stablecoin lost its U.S.-dollar peg, sending shockwaves through cryptocurrency markets. From May 1 to May 15, TerraUSD itself was down 82 percent from its previously pegged market price of $1.00. TerraUSD’s peg mechanism relies on a related cryptocurrency, Luna, which became functionally worthless. Bitcoin, by far the largest cryptocurrency in terms of market capitalization, did not escape the shockwaves, falling 20 percent over these two weeks.

Many observers drew comparisons between Terra’s collapse and prior financial crises and scandals. If the Terra collapse was a “Lehman moment” for cryptocurrencies (or at least stablecoins), then the Dodd-Frank style policy response should soon appear on the horizon. Indeed, some could interpret Terra’s fall as vindicating earlier calls for stricter regulation of stablecoins.

in both normal times and in stressed market conditions.

6. Id.
7. Id.
Before succumbing again to the crisis/legislation cycle, policymakers should note that Terra’s collapse has shown no signs of destabilizing larger financial markets or the economy. Rather than Lehman, the better analogy might turn out to be the dotcom crash of 2000. Unless there is something special about cryptocurrencies and stablecoins, the events of May 2022 could simply be another popped bubble, sorting out winners and losers. Regulators, too, will be moved to take more assertive action in the absence of reform legislation.

This Article attempts to sketch a regulatory approach for crypto that can endure the current turbulence. Most fundamentally, regulators should take a neutral posture toward crypto, letting markets and legislatures decide whether crypto is a good or bad thing. Within this posture of neutrality, regulators should incorporate crypto design into their regulatory systems whenever possible. Many regulatory systems are, however, ancillary to the innovations of cryptocurrencies. Taxing authorities, for example, must find ways to incorporate crypto into systems of taxation, but they generally will not need to think deeply about fundamental issues of crypto design. Similar considerations apply to regulatory systems dealing with fraud and market manipulation.

Mandatory information disclosures (such as those required by securities law) are most affected by crypto design. Many cryptocurrencies are extremely transparent and require little if any additional disclosures. Others, however, are plagued by serious informational asymmetries. Regulators will need to consider these fundamental issues as they decide whether to include individual cryptocurrencies within the definition of a “security.”

Finally, regulators should resist calls to impose minimum-product standards on crypto. Even before the collapse of TerraUSD,

---


prominent voices called for stablecoins to be brought within the tightly regulated world of banks and other insured depository institutions.\textsuperscript{11} Even if such moves could have protected investors in TerraUSD, protection is not necessarily sound policy. Currently, stablecoins do not function as methods of payments.\textsuperscript{12} Moreover, extending banking regulation to stablecoins almost certainly would mean governmental support if not outright deposit insurance. Such a move would also make many stablecoins impractical if not illegal. For now, regulators should let developers and investors continue to take risks in the design of stablecoins rather than imposing rigid regulation.

I. REGULATORY MODELS FOR CRYPTO

A. Introduction

1. The Modern Regulatory State

For many of its proponents, cryptocurrency opened a new horizon of deregulation and laissez-faire economics.\textsuperscript{13} In one extreme view, decoupling money from the state would weaken and undermine the state, leading to a golden era of crypto-anarchy.\textsuperscript{14} Even within the modern state, cryptocurrency could open illegal activities like drug trafficking and tax evasion.\textsuperscript{15} In a more moderate view,

\begin{itemize}
  \item \textsuperscript{11} See PWG REPORT, supra note 2, at 2 (“To address risks to stablecoin users and guard against stablecoin runs, legislation should require stablecoin issuers to be insured depository institutions, which are subject to appropriate supervision and regulation, at the depository institution and the holding company level.”).
  \item \textsuperscript{12} Cf. id. at 2 n.2 (“Stablecoins are being used for trading, lending, borrowing, and, in the future, may also be widely used by households and businesses as a means of payment.”) (emphasis added)).
  \item \textsuperscript{13} Cf. Jeanne L. Schroeder, Bitcoin and the Uniform Commercial Code, 24 U. MIA. BUS. L. REV. 1, 5 (2016) (referring to a “vocal minority of radical libertarians and anarchists” engaged with Bitcoin).
  \item \textsuperscript{14} For a detailed account of how libertarians and anarchists drove the rise of Bitcoin, see generally FINN BRUNTON, DIGITAL CASH: THE UNKNOWN HISTORY OF THE ANARCHISTS, UTOPIANS, AND TECHNOLOGISTS WHO CREATED CRYPTOCURRENCY (2019).
\end{itemize}
cryptocurrencies would simply lead to more private and secure money.\textsuperscript{16} Admittedly, I am painting simple figures with very wide strokes. Not all cryptocurrency proponents are libertarians or anarchists; those who are have diverse motives. My goal, simply put, is to identify a perspective that is hostile or skeptical toward most forms of cryptocurrency regulation.

For such skeptics, the questions raised by this Article are largely beside the point. For example, a recurring question is whether cryptocurrency should be regulated as a security. Libertarians may well answer “No.” In reaching this answer, they may not care about the nuances of securities law, the \textit{Howey} test,\textsuperscript{17} and the unique aspects of a particular cryptocurrency. Instead, a libertarian may well claim that securities laws are a form of misguided paternalism that should be minimized or abolished.\textsuperscript{18}

This Article will not engage with this point of view for several reasons. Most importantly, doing so would require us to engage in a much larger discussion about the modern state. Indeed, this discussion would not ultimately even be about cryptocurrency. To be clear, I do not mean to dismiss a libertarian (or even anarchistic) critique of the regulatory state. The goal, at least of this Article, is to determine how cryptocurrency should be treated by the modern regulatory state.

\textbf{2. Neutrality}

Arguments against crypto regulation may also be transient. Some readers will recall the internet tax policies of the late 1990s and early 2000s. At the time, policymakers viewed the internet as a fragile bud that needed a few years to mature before it could


\hspace{1em} \textsuperscript{17} See SEC v. W.J. Howey Co., 328 U.S. 293, 301 (1946) ("The test is whether the scheme involves an investment of money in a common enterprise with profits to come solely from the efforts of others.").

\hspace{1em} \textsuperscript{18} See Susanna Kim Ripken, \textit{Paternalism and Securities Regulation}, 21 \textit{Stan. J.L. Bus. \& Fin.} 1, 56 (2015) ("While federal securities law purports to take a distinctly non-paternalistic approach to securities transactions through the disclosure regime, the reality is that many securities rules reflect paternalistic policies.").
reasonably be subjected to the full force of the modern regulatory state. This transient approach proved to be persuasive, resulting in dispensations like the Internet Tax Freedom Act.¹⁹

Critics of regulation could make similar arguments about crypto today. Like the internet of the late 1990s, crypto has the potential to fundamentally alter the economy in the coming decades.²⁰ Temporary forbearance from tax and regulation may not, however, be the appropriate response. Such forbearance is, in effect, a subsidy for new market entrants. Arguably, new entrants should be required to compete with established players on similar regulatory footing.

This Article will assume that the regulatory policy surrounding crypto should be neutral. Crypto should not receive any special breaks absent express legislative directive. Conversely, it should not face any special barriers either. At least for purposes of this Article, the goal should be to impose regulation on a basis comparable to existing products and investments.

This orientation towards neutrality does answer some questions. For example, libertarians might object to the taxation of crypto simply because they object to taxation (at least in its current forms). Others might argue that crypto should be taxed only after some period of incubation that allows for the development of the technology and market structures. As this Article does not consider these arguments, it will presume that crypto transactions should be subject to income taxation, as investors clearly earn income when they buy and sell crypto.

Neutrality does not, though, answer every question. In the tax context, various classifications may (or may not) plausibly apply to crypto. Is it “property”? A “foreign currency”? It does, though, remove distracting questions like whether crypto generally is a good

²¹.  See Chason, supra note 10, passim.
or bad thing or whether to hold off on taxing crypto income until the future.

B. Ancillary Regulation

1. Anti-Money Laundering

In 2013, the Financial Crimes Enforcement Network (FinCEN) issued a memorandum entitled Application of FinCEN’s Regulations to Persons Administering, Exchanging, or Using Virtual Currencies. Referred to in this Article as the “2013 FinCEN Guidance,” the memorandum was perhaps the first significant crypto guidance by a U.S. regulator. It was not a regulation and arguably has little or no formal legal weight. Nevertheless, courts have later cited and followed it.

Although an in-depth discussion of the 2013 FinCEN Guidance is beyond the scope of this Article, we should note its basic approach. The 2013 FinCEN Guidance was not concerned with protecting customers or investors from risky investments in crypto. Instead, it was focused on how crypto transactions should be treated under U.S. anti-money laundering standards. Under the 2013 FinCEN Guidance, Bitcoin and other “convertible virtual currencies” are, in effect, currency for purposes of U.S. anti-money laundering rules. As a result, certain market participants could find


24. See generally 2013 FINCEN GUIDANCE, supra note 22.

themselves subject to regulation as “money transmitters” under the 2013 FinCEN Guidance.  

A business that exchanges Bitcoin for U.S. dollars, for example, would be a money transmitter under the 2013 FinCEN Guidance. Such a business would need to register with FinCEN and, if applicable, state authorities. The business would also need to collect certain information from its customers and file reports with FinCEN and the state authorities.  

Although this regulatory overlay may have legitimized early crypto exchanges, the regulatory purpose was not to protect or reassure customers. The wisdom or safety of an investment in Bitcoin was not the point. Instead, FinCEN’s guidance was issued to carry out its mission of combatting money laundering and the financing of terrorism. Accordingly, this Article categorizes the 2013 FinCEN Guidance as ancillary regulation, issued in order to further a preexisting regulatory regime from a threat posed by the rise of crypto.

2. Tax Compliance

Shortly after the issuance of the 2013 FinCEN Guidance, the Internal Revenue Service (IRS) issued Notice 2014-21, which addressed basic principles of taxing transactions in cryptocurrency. As with the 2013 FinCEN Guidance, a complete description is inappropriate and unnecessary for our purposes. In brief, however, the IRS asserted that cryptocurrency transactions are subject to U.S. federal income taxation. In particular, the IRS treated

27. Id. at 5 (“[A] person is an exchanger and a money transmitter if the person accepts such de-centralized convertible virtual currency from one person and transmits it to another person as part of the acceptance and transfer of currency, funds, or other value that substitutes for currency.”).  
30. See id.
cryptocurrency as “property,” much like securities or real estate. Moreover, the IRS asserted that cryptocurrencies are not “foreign currency” eligible for special rules.

As with the 2013 FinCEN Guidance, Notice 2014-21 arguably legitimized Bitcoin. At the time, potential investors may have been unnerved by scandals such as Silk Road and Mt. Gox, wondering if the government might try to outlaw Bitcoin altogether. Notice 2014-21 surely dampened such fears, signaling a certain acceptance by the government. Nevertheless, Notice 2014-21 has nothing direct to say about the wisdom or safety of cryptocurrency transactions. They are taxed as property transactions, regardless of their soundness or wisdom.

3. Summary

As used in this Article, “ancillary regulation” refers to preexisting regulatory regimes that must evolve to accommodate the rise of cryptocurrency. To be “ancillary,” the regime must have goals other than protecting investors or ensuring that cryptoassets function properly. The 2013 FinCEN Guidance, for example, broadly focuses on curtailing the use of cryptocurrency by criminals and terrorists. IRS Notice 2014-21 focuses on applying the federal income tax to cryptocurrency transactions. Neither set of guidance is concerned with whether cryptocurrency is a suitable investment that meets the expectations of investors.

Certainly, some observers would prefer lesser regulation and argue against projects like the 2013 FinCEN Guidance and IRS

31. Id.
32. Id.
34. See Kevin V. Tu, Perfecting Bitcoin, 52 GA. L. REV. 505, 505 (2018) (“[L]egal and regulatory developments, like ... federal taxation of virtual currency as property, can be viewed as legitimizing [Bitcoin’s] use.”).
35. See 2019 FINCEN GUIDANCE, supra note 25, at 10.
Notice 2014-21. There are (at least) two types of criticisms. Some might argue that these projects were overly aggressive or ill-conceived. For example, a critic might argue that anti-money laundering rules do need to cover cryptocurrencies but that the 2013 FinCEN Guidance did so poorly. Such criticisms are potentially valid but ultimately focus on the particulars of individual regulatory initiatives.

Other critics, however, take a more fundamental approach, hoping that cryptocurrency could usher in a new era of laissez-faire deregulation. For them, cryptocurrency is a tool for deregulation and for transforming the modern regulatory state. Ultimately, such critics are focused on the regulatory state itself. If we view the modern regulatory state as a given, we must find appropriate ways for it to cover cryptocurrencies. Accordingly, this Article views ancillary regulation as being largely noncontroversial. As crypto-assets continue to evolve, the regulatory state will need to follow along.

C. Curtailing Fraud and Market Manipulation

Even in the early days of crypto, financial regulators took note of fraudulent and abusive practices in the nascent crypto markets. The Securities and Exchange Commission (SEC) might seem to be the most plausible regulator to deal with such abuses. However, it could exert jurisdiction only if the underlying cryptoasset were considered a “security.”


39. Id.


The Commodity Futures Trading Commission (CFTC) overcame this limitation by successfully asserting that Bitcoin and other cryptocurrencies are "commodities." A perusal of the statutory definition of commodities would not immediately indicate coverage for cryptocurrencies. Under the Commodity Exchange Act (CEA), the term expressly covers agricultural items like wheat, cotton, and rice. The CEA also includes a catchall covering "all services, rights, and interests ... in which contracts for future delivery are presently or in the future dealt in."

In early enforcement actions, the CFTC relied on this catch-all to exert jurisdiction over derivatives contracts for Bitcoin. Statutory coverage for derivatives contracts is relatively straightforward because they typically do not result in the immediate transfer of the underlying asset (here, Bitcoin or another cryptocurrency). Later enforcement actions, however, focused on fraudulent practices in the "spot market" for cryptocurrencies. In a spot market, the underlying asset is immediately transferred from buyer to seller. Thus, the fraudulent practice does not involve future delivery and is more peripheral to the CFTC's jurisdiction.

Nevertheless, the CFTC successfully maintained its jurisdiction in cases dealing with the spot market. For Bitcoin, jurisdiction was relatively straightforward. Bitcoin was clearly subject to contracts for future delivery quite early on in the development of crypto markets. Thus, Bitcoin is a "commodity" making it subject to CFTC jurisdiction.

43. 7 U.S.C. § 1a(9).
44. Id.
47. See Spot Market, Thompson Reuters Practical Law Glossary (2022), 0-500-3116 ("A commodities or securities market in which goods are sold under a purchase order or contract at the price prevailing at the time of the sale and delivered immediately. The purchaser is not obligated to acquire any additional goods or services.").
Jurisdiction for other cryptocurrencies was less straightforward. In *My Big Coin Pay*, the CFTC asserted that a promoter created a new cryptocurrency (My Big Coin or MBC) and sold it fraudulently.⁴⁹ According to the CFTC, “falsities included that My Big Coin was ‘backed by gold,’ could be used anywhere Mastercard was accepted, and was being ‘actively traded’ on several currency exchanges.”⁵⁰ The CFTC did not allege, however, that MBC itself was subject to contracts for future delivery. Instead, the CFTC asserted that MBC was a cryptocurrency like Bitcoin, which is subject to contracts for future delivery.⁵¹ The United States District Court for the District of Massachusetts agreed with the CFTC, holding that MBC was a commodity subject to CFTC’s antifraud and market manipulation jurisdiction.⁵² Under the reasoning of the decision, *every* cryptocurrency could be considered a commodity because contracts for future delivery existed for one cryptocurrency (Bitcoin).

Although the court’s reasoning might be questionable as a matter of jurisdiction and statutory text, some regulator should possess antifraud jurisdiction. Cryptocurrency is a financial product, and curtailing fraud is one of the primary goals of financial regulators.⁵³ We should not tolerate fraudulent practices with respect to cryptocurrency simply because they are a new product that does not fit easily within the portfolio of an existing financial regulator. Like ancillary regulation, then, antifraud regulation should be non-controversial, at least under the assumptions of this Article. Once we accept this basic assertion, there still remains work to be done. Should the CFTC have regulatory authority? Should it lie with another regulator?⁵⁴ And, as with ancillary regulation, this Article

---

⁵¹. Id. at 496-97.
⁵². Id. at 498-99.
⁵³. See LABONTE, supra note 41, at 4 (discussing reforming the Byzantine jurisdiction of U.S. financial regulation).
does not intend to engage those topics deeply, instead looking to draw the basic outline of how crypto should be regulated.

Before concluding the discussion of antifraud regulation, we can compare it with ancillary regulation. Under this Article, the two regimes have different goals. Ancillary regulation will uphold some goals other than the functioning of crypto markets (for example, collecting revenue, combating crime). Antifraud regulation, in contrast, should be directed at crypto markets themselves. As with ancillary regulation, antifraud regulation is subject to a libertarian critic. \(^{55}\) Arguably, such regulation is unnecessary as market reputation and private lawsuits could stamp out fraud. Again, this critique might be correct, but it is directed at broader targets such as the CFTC and even financial regulation itself. \(^{56}\)

**D. Information Disclosure**

Combatting fraud and manipulation should be part of every form of financial regulation. Nevertheless, regulation often goes beyond this minimum. \(^{57}\) We could readily imagine a regulatory regime that requires (or tries to require) crypto promoters to describe how commonly their product will be accepted as a method of payment. Such affirmative disclosures are not the usual part of CFTC jurisdiction because commodities are typically homogenous and well understood by market participants. \(^{58}\) Returning to *My Big Coin Pay*, the CFTC has jurisdiction if the promoters make fraudulent statements (for example, that MBC is accepted on the same basis as Mastercard). \(^{59}\) The CFTC would not have jurisdiction, however, if the promoters had simply remained silent about the issue of merchant acceptance. \(^{60}\) The promoters would likely know that no

---

55. *See supra* note 18 and accompanying text.
56. *See* discussion *supra* Part I.B.3.
57. *See* LABONTE, *supra* note 41, at 3-5.
58. *Id.* at 4-5.
one accepts MBC as a method of payment, but they would have no duty to disclose that fact to potential purchasers.\textsuperscript{61}

Perhaps the most prominent regulatory issue for crypto is the application of U.S. securities laws, which require information disclosures by issuers.\textsuperscript{62} The doctrinal question is whether a particular form of cryptocurrency is a “security.” If a cryptocurrency is a security, then issuers must file a registration statement that discloses information considered pertinent to investors.\textsuperscript{63} Registrants must also file periodic statements that supplement the original registration.\textsuperscript{64} This Article will categorize such regulation as “information-disclosure” regimes.

Information-disclosure requirements are additional to antifraud measures. Issuers are not free to engage in fraud simply because they faithfully addressed the information-disclosure standards.\textsuperscript{65} Furthermore, information disclosure typically operates separately from ancillary regulation. “Securities” status would not, for example, alter the anti-money laundering standards discussed above. Similarly, general principles of taxation would remain the same (although special provisions of the Internal Revenue Code can apply to securities).\textsuperscript{66}

Information-disclosure requirements differ from the ancillary and antifraud regimes in an important way. They do not generally apply to all cryptocurrencies under current law.\textsuperscript{67} Clearly, some cryptocurrencies are securities, functioning as traditional equity investments in active businesses.\textsuperscript{68} To use a trivial example, suppose that a publicly traded company “tokenized” shares so that every share

\begin{itemize}
\item \textsuperscript{61} Id. at 696.
\item \textsuperscript{62} See id. at 669.
\item \textsuperscript{63} See id. at 670, 680.
\item \textsuperscript{64} Id. at 669.
\item \textsuperscript{65} See THOMAS LEE HAZEN, THE LAW OF SECURITIES REGULATION 456 (8th ed. 2021) (“The overwhelming majority of the securities laws’ liability provisions (both civil and criminal) focus on disclosure and registration requirements. In addition, there is a group of provisions geared to preventing artificial market activity and practices designed to have the effect of setting manipulated—and hence, artificial—security prices.”).
\item \textsuperscript{66} See Chason, supra note 10, at Part IV.A (discussing the effect of securities classification under the Internal Revenue Code).
\item \textsuperscript{67} See, e.g., PWG REPORT, supra note 2, at 9.
\item \textsuperscript{68} See, e.g., Zhang, supra note 42, at 334 (“Proponents of security tokens agree with the view that security tokens representing interests in underlying assets are securities under the Howey test, and thus, are subject to the regulation under the Security Act.”).
\end{itemize}
was represented by a cryptoasset. Clearly, repackaging shares as cryptoassets would not remove the shares from the reach of U.S. securities laws. At the other extreme, Bitcoin is a very decentralized cryptocurrency with no backing assets or business. Simply as a matter of securities law doctrine, it is unlikely to be a security. Moreover, the SEC could hardly find a party to gather information for registration statements and the like.

Between these two extremes there is a spectrum of cryptoassets with varying degrees of decentralization. Somewhere on this spectrum, a line must exist that separates securities from nonsecurities. Identifying the location of this has been one of the thorniest challenges of crypto regulation. Sometimes, the SEC has been able to assert security status in a fairly amicable way, obtaining a settlement from the parties involved. In 2020, however, the SEC initiated the most contentious litigation in crypto’s brief history when it asserted that the XRP cryptocurrency is, in fact, a security.

As with prior regulatory regimes, this Article will assume that the information-disclosure regime of the securities laws is legitimate. Again, a libertarian might criticize application of securities laws to crypto as unwarranted paternalistic meddling. Finally, critics might argue that the securities laws do not effectively reduce


70. See Hinman, supra note 40.


74. See Complaint at 1, SEC v. Ripple Labs, Inc., No. 20-cv-10832 (S.D.N.Y. Dec. 22, 2020) (“From at least 2013 through the present, Defendants sold over 14.6 billion units of a digital asset security called ‘XRP,’ in return for cash or other consideration worth over $1.38 billion U.S. Dollars (‘USD’), to fund Ripple’s operations and enrich Larsen and Garlinghouse. Defendants undertook this distribution without registering their offers and sales of XRP with the SEC as required by the federal securities laws, and no exemption from this requirement applied.”).

75. See supra note 18 and accompanying text.
This critique is fundamentally more about the wisdom of the securities laws than about crypto itself.

Below, this Article introduces a different critique that is about crypto itself. Presumably, securities laws exist to remedy information asymmetries. Insiders hold information that would be useful to investors when making decisions about whether to invest in a particular asset. Functionally, “securities” status should apply when information asymmetries are particularly strong. For many cryptocurrencies, there is absolutely no information asymmetry to solve. Again, consider Bitcoin but assume that an investor is trying to discern whether to invest in it. Most, if not all, relevant information about Bitcoin is already publicly available. The algorithm for creating new Bitcoin units and transferring existing units is available for all to see. Moreover, Bitcoin has no underlying business or investment activities that prospective investors would be interested in.

Consider a hypothetical cryptocurrency (HypoCoin) that is formally decentralized and relies on proof-of-work mining like Bitcoin does. A venture capital fund (CoinFund), however, acquires a large portion of an existing cryptocurrency and also comes to dominate its mining activities. CoinFund does not have the power to change HypoCoin’s algorithm. Thus, HypoCoin remains formally decentralized as there are no users with special privileges. CoinFund does, however, hold a huge amount of influence over HypoFund and plans to use that influence to enhance the value of HypoCoin before selling its interest to later investors. CoinFund might do this in a variety of ways, such as seeking out merchants who would be willing to accept HypoFund as a new method of payment.

Later investors may well be relying primarily on CoinFund’s promotional activities when buying HypoCoin, and CoinFund is currently the main party positioned to make sales. Depending on CoinFund’s ownership stake and degree of control, information-reporting

---

76. See Easterbrook & Fischel, supra note 60, passim.
77. See LABONTE, supra note 41, at 16-17.
regulation (and security status) may be appropriate in this hypo-
thetical. Thus, decentralization must be both formal and func-
tional in order to negate the need for information-reporting.

E. Cryptocurrency Design and Quality Standards

For some cryptocurrencies, there is no plausible notion of inher-
ten quality that a regulator could demand. Because Bitcoin is
backed by no external assets and is administered by a decentralized
community of disparate actors, a regulator could not plausibly
demand that Bitcoin satisfy product standards. Earlier, this Article
noted the environmental impact of Bitcoin mining and the near
futility of trying to curtail it. In terms of consumer protection,
Bitcoin transactions are practically irreversible whereas credit card
transactions are reversible by regulation. Even if a financial regu-
lator wanted Bitcoin transactions to be reversible like credit card
transactions, there is no simple way that the regulator could effec-
tuate such a change. No single party controls the algorithm that
governs Bitcoin transactions.

Not all cryptocurrencies are as decentralized as Bitcoin. Ether is
a decentralized cryptocurrency, but the Ethereum Foundation
maintains a particularly prominent voice in its community. In 2016,
the Ethereum Foundation famously used this voice to convince most
of the community to reverse a series of illicit transactions
effectuated by hackers. Other cryptocurrencies are much more
centralized. For example, Tether maintains a high degree of formal
control over the administration of the USDT stablecoin. Depending

80. See Hinman, supra note 40 (discussing the role of promotional activities).
81. See Chason, supra note 79, at 133.
82. See supra note 1 and accompanying text.
83. See NAKAMOTO, supra note 69, at 1.
84. See Chason, supra note 79, at 171.
85. Id. at 133, 135-36.
86. See Carol Goforth, The Lawyer’s Cryptionary: A Resource for Talking to Clients About
87. See Marco Dell’Erba, Stablecoins in Cryptoeconomics: From Initial Coin Offerings to
Central Bank Digital Currencies, 22 N.Y.U. J. LEGIS. & PUB. POL’Y 1, 10 (2019) (“[F]iat-
currency asset-backed stablecoins (so-called off-chain collateralized stablecoins) rely on fiat
 currencies as a collateral, and due to this characteristic cannot be fully decentralized.”).
upon the degree of control, cryptocurrencies could well be subject to minimum-quality standards.

Returning to the hypothetical of transaction reversibility, we can see important shifts from the prior regulatory models introduced by this Part. First, the hypothetical regulation is directed at the nature of the cryptoasset itself. In contrast, the prior regulatory models were directed at activities surrounding the cryptoasset. Thus, a disclosure regime might require information about transaction reversibility, whereas minimum-quality standards could try to require reversibility. Second, regulating inherent product quality is plausible only if regulators can obtain jurisdiction over parties with power or control. Regulators probably cannot alter the inherent nature of Bitcoin transactions because no party has enough power or control over Bitcoin to effectuate the regulatory standards.88 In contrast, Tether has sufficient power over the USDT cryptocurrency that it could conceivably implement transaction reversibility.89

Financial regulators have begun to take serious note of stablecoins, which are cryptocurrencies designed to maintain a stable value against the U.S. dollar or other currency.90 In a recent report, financial regulators asserted that stablecoins should be issued only by banks and other insured depository institutions.91 One rationale for such a requirement would be to protect investors from a risk of loss.92 Stablecoins should track the value of the dollar, and depository institutions could effectively maintain that peg in a variety of ways (such as holding actual dollar reserves to back the stablecoins they issue).

Below, this Article argues against mandatory quality standards for cryptoassets. Focusing on stablecoins, the next Part argues that mandatory quality standards could impede innovation in cryptoassets. Stablecoins currently come in a variety of models, and some

88. See John O. McGinnis & Kyle Roche, Bitcoin: Order Without Law in the Digital Age, 94 IND. L.J. 1497, 1502 (2019) (“[B]itcoin is more resistant to state control than private currencies of old because it ... has no particular jurisdiction where it is created or resides.”).
89. See infra Part III.B.1.
90. See PWG REPORT, supra note 2, at 7, 9.
91. See id. at 16 (“[L]egislation should limit stablecoin issuance, and related activities of redemption and maintenance of reserve assets, to entities that are insured depository institutions. The legislation would prohibit other entities from issuing payment stablecoins.”).
92. See id. at 16-17 (referring to “[u]ser [p]rotection”).
of those models are plainly inconsistent with issuance by an insured depository institution. For example, some stablecoins are simply created by smart contracts, which are computer programs that can control cryptoassets.93 Such stablecoins would be riskier than bank-issued stablecoins, but risk is not always a bad thing. Moreover, there is no obvious reason why crypto investors should receive special protection that is typically limited to bank depositors.

F. Mixed Regimes

Until now, this Part has divided crypto regulation into regimes defined by purpose or goals. Some regulatory regimes, however, might have multiple goals. Despite rapid growth, stablecoins are not currently an important part of the overall financial system.94 Suppose, however, that changes in the near future and a significant portion of the population uses stablecoins to buy goods and services. At that point, regulators might have two concerns with stablecoins.95 First, as described in the prior Section, stablecoin losses could hurt investors. Second, stablecoin losses could destabilize the entire financial system if they cause weaknesses in other segments.96

Bringing stablecoins into the insured and regulated world of depository institutions solves both of these problems (assuming they are, in fact, problems). Banking regulators could require sufficient reserves to make sure that regulated stablecoins are administered with sufficient “safety and soundness.” Doing so makes losses less likely. If losses do arise, they are absorbed by depository insurance, protecting both the holders of stablecoins and the entire financial system from loss.

Thus, both individual holders and the entire system are potentially protected by the proposed initiative. In one sense, the proposal is ancillary regulation because it protects the financial system as a

93. See, e.g., Part III.A.1 (describing the DAI stablecoin).
94. See PWG REPORT, supra note 2, at 16-17 (stating that stablecoins are “inconsistently addressed”).
95. See supra Part I.E.
96. See PWG REPORT, supra note 2, at 1-2 (referring to stablecoin users and risks of stablecoin runs).
whole. In another sense, the proposal functions like the mandatory standards described in Part I.E.

Mixed regimes are potentially problematic because we need to discern the relative importance of the various motives (for example, protecting stablecoin holders versus protecting the entire system). In the case of stablecoins, however, the analysis should be fairly straightforward. To the extent they function as a method of payment, they should be brought within the scope of banking regulation and depository insurance.

G. Summary

This Part presented a broad outline for how regulators and others should approach the growing field of crypto regulation. The following basic principles emerged:

1. We take the modern regulatory state as a given. Of course, criticisms are appropriate, but they are largely unrelated to cryptoassets. For example, an observer who objects to the taxation of cryptocurrency is essentially objecting to taxation.

2. Regulation should apply in a neutral fashion. Thus, regulators should not seek regulatory forbearance as a way to incubate the growth of crypto. Similarly, regulators should not seek to stifle or kill crypto with overly burdensome regulation. Again, these points of view are not illegitimate or intellectually void. Rather, they are about a larger policy of promoting or curtailing crypto. Such decisions should not be left in the hands of regulators but should be made by legislatures.

3. Taxation, anti-money laundering, and other ancillary regulatory structures should continue to evolve in a neutral fashion. Similarly, financial regulators should continue to apply antifraud and market manipulation standards. Regulators will, of course, find sticky issues when applying regulatory standards to new crypto products. This Article does not have much more to say about these standards.

4. Securities status and required information disclosures will remain the most difficult regulatory issue for crypto. Here, it is not enough to say that regulators should apply existing
standards in a neutral fashion because the standards depend so much on the design of individual cryptocurrencies. Decentralized cryptocurrencies, like Bitcoin, have no need for information disclosures. The information already exists on the blockchain and in the relevant algorithms. Centralized cryptocurrencies, however, present much more significant information asymmetries. Centralization and information asymmetries will be a major focus of the remainder of this Article.

5. Mixed regimes may present some difficulty in application, but regulators should ordinarily look to the different underlying purposes of the regulatory regime. For example, depositary insurance and safety-and-soundness regulation arguably protect both depositors and the financial system as a whole. Later, this Article will attempt to unravel the various motivations for such regulations, attempting to answer whether they should apply to stablecoins.

II. THE TERRAUSD DEBACLE

A. Introduction

The Terra Money Whitepaper (Terra Whitepaper) proposed “a cryptocurrency, Terra, which is both price-stable and growth-driven,” one that would be the “best use case for cryptocurrencies” if it succeeds.97 The Terra Whitepaper notes the familiar problem with using Bitcoin and other cryptocurrencies as a medium of exchange.98 Potential users face substantial volatility between the time they receive payment (for example, as payment of wages) and the time they convert payment to goods or services.99 Bitcoin fails even worse as a “unit of account” used to denominate future payments such as a rent.100 Although a merchant might be willing to tolerate some Bitcoin volatility during the hours or days between payment in Bitcoin and conversion to dollars, a long-term lease

97. EVAN KEREIAKES, DO KWON, MARCO DI MAGGIO & NICHOLAS PLATIAS, TERRA MONEY: STABILITY AND ADOPTION, at Abstract (2019) [hereinafter TERRA WHITEPAPER], https://assets.website-files.com/611153e7a981472d8da199c/618b02d13e938ae1f8ad1e45_Terra_White_paper.pdf [https://perma.cc/EBA7-NH5R].
98. Id. at 1.
99. Id.
100. See id. at 1-2.
would expose both parties to enormous volatility if far-distant payments were to be made in Bitcoin.\footnote{Id. at 1.}

Terra was certainly not the first cryptocurrency designed to overcome these difficulties. “Stablecoins” are cryptocurrencies pegged to national currencies such as the U.S. dollar.\footnote{See CAMPBELL R. HARVEY, ASHWIN RAMACHANDRAN & JOEY SANTORO, DeFi AND THE FUTURE OF FINANCE 24 (2021).} In summer 2022, Tether (USDT) and USD Coin (USDC) were the two largest stablecoins.\footnote{See Top Stablecoin Tokens by Market Capitalization, COINMARKETCAP, https://coinmarketcap.com/view/stablecoin/ [https://perma.cc/4RGB-MUTK]; see also HARVEY ET AL., supra note 102, at 25.} They share a similar approach in that units of USDT and USDC are backed by high-quality, dollar-denominated assets.\footnote{See HARVEY ET AL., supra note 102, at 25.} Other stablecoins are backed by more volatile cryptocurrencies.\footnote{See id. at 25-26 (explaining the class of crypto-collateralized stablecoins).}

For example, DAI is a stablecoin backed by Ether and other Ethereum-based cryptocurrencies.\footnote{See id. at 26.} Unlike the dollar-backed USDT and USDC,\footnote{See id. at 25.} units of DAI require significantly higher amounts of collateral relative to the amount of stablecoins issued.\footnote{See id. at 70-71.}

Terra took a different approach. It used “an elastic monetary policy [that] would maintain a stable price” between its stablecoin and the dollar.\footnote{TERRA WHITEPAPER, supra note 97, at 1.} The Terra Protocol actually supported a variety of stablecoins pegged to a variety of fiat currencies.\footnote{See id. at 2.} The largest and most important was TerraUSD (abbreviated “UST”), which was pegged to the U.S. dollar.\footnote{See TerraClassicUSD to USD Chart, COINMARKETCAP, https://coinmarketcap.com/currencies/terrausd/ [https://perma.cc/63K8-B2E4].} From its inception in late 2020 until early May of 2022, TerraUSD successfully maintained this peg.\footnote{See id.}

The Terra Protocol used a system of smart contracts in its attempt to maintain parity between TerraUSD and the dollar.\footnote{See id.} For
the system to work, it first needs information about the market price of TerraUSD.\footnote{See TERRA WHITEPAPER, supra note 97, at 2-3.} Although blockchains can effectively maintain a record of transactions, they cannot independently determine market prices.\footnote{See HARVEY ET AL., supra note 102, at 23-24.} Blockchains can use external actors, known as oracles, to make the pricing information available on the blockchain.\footnote{See id.; ANDREAS M. ANTONOPULOS & GAVIN WOOD, MASTERING ETHEREUM: BUILDING SMART CONTRACTS AND DAPPS 254-55 (2018) (noting the use of oracles in cryptocurrency pricing).} The Terra Protocol did just that, using a system by which miners essentially voted on the dollar-denominated price of TerraUSD.\footnote{See TERRA WHITEPAPER, supra note 97, at 3.}

If the price deviated from its peg, then the Terra Protocol would need to take corrective action to ensure that one TerraUSD is worth one dollar.\footnote{See id. at 4.} If TerraUSD’s price exceeds one dollar, then the correction would be almost trivial.\footnote{See id. at 4.} The Terra Protocol simply needs to create new units of TerraUSD and introduce them into the market.\footnote{See Sándor, supra note 113.} Unlike Tether and DAI,\footnote{See TERRA WHITEPAPER, supra note 97, at 4, 6.} TerraUSD does not require backing by other assets.\footnote{See id. at 4.} In a sense, TerraUSD could “print” new money as if it were a government unbound by a gold standard or the like.\footnote{See id. at 74.}

The true challenge for TerraUSD comes when its price falls below one dollar. In concept, the correction is similar to when the price is too high.\footnote{See TERRA WHITEPAPER, supra note 97, at 4.} The Terra Protocol needs to shrink the supply of outstanding TerraUSD in order to bring its price up to one dollar.\footnote{See id. at 4.} Compared to TerraUSD, dollar- and crypto-backed stablecoins have more apparent mechanisms for shrinking their supply.\footnote{See HARVEY ET AL., supra note 102, at 74.} During TerraUSD’s collapse, many holders of other stablecoins sought

encode rules for any type of transaction and even create scarce assets with specialized functionality.\footnote{See HARVEY ET AL., supra note 102, at 25-26.}
redemptions.\textsuperscript{127} For example, Tether’s USDT stablecoin has fallen dramatically in market capitalization from $83 billion in early May 2022 to $66 billion in early August 2022.\textsuperscript{128}

TerraUSD, in contrast, is not formally backed by specified collateral.\textsuperscript{129} Instead, the Terra Protocol sought to maintain the dollar peg in a manner analogous to the open-market transactions of the Federal Reserve.\textsuperscript{130} The Federal Reserve maintains a sizable balance sheet of assets beyond the reserve deposits of its members.\textsuperscript{131} If the Federal Reserve sought to contract the money supply, it could sell some of these assets.\textsuperscript{132} Purchasers would tender their dollars, which would leave the money supply.\textsuperscript{133} Such operations could, in a sense, correct the price of the dollar relative to goods and services.\textsuperscript{134} During times of inflation, when the dollar is too cheap relative to goods and services, the Federal Reserve can make it more dear by reducing its supply.\textsuperscript{135}

The Terra Protocol attempted similar maneuvers, though at a much smaller scale. One mechanism used its control of the mining process.\textsuperscript{136} If the price of TerraUSD fell relative to the dollar, then the Terra Protocol would hold auctions to admit new potential miners.\textsuperscript{137} The new entrants would pay for the right in TerraUSD, thus reducing the overall supply.\textsuperscript{138} Preexisting miners, however,
would see their expected rewards diluted by the entrants’. To compensate them, the Terra Protocol would later increase mining rewards and buy back mining franchises.

The Terra Protocol had another, stronger response that more closely resembled the open-market transactions of the Federal Reserve. The Terra Protocol created several stablecoins and also created a separate cryptocurrency known as Luna. Apart from open-market transactions, Luna had value in order to facilitate mining operations. The Terra Protocol worked on a proof-of-stake system, and potential miners would need to stake their Luna if they hoped to receive a mining reward. In rough terms, Luna parallels the computational power needed for Bitcoin mining. If mining TerraUSD were profitable, then Luna would be valuable.

If TerraUSD fell below the dollar, then the Terra Protocol would attempt to buy TerraUSD by issuing new Luna. Arbitrageurs could buy cheap TerraUSD (for example, for $0.95) and send them to the Terra Protocol in exchange for Luna worth one dollar. The reverse would occur if TerraUSD’s price rose above the dollar. In effect, the Terra Protocol sought to maintain the dollar peg much like the Federal Reserve seeks to manage monetary policy. The stark difference is that the Terra Protocol had only one asset—Luna—which it could use to conduct its version of open-market transactions.

139. See TERRA WHITEPAPER, supra note 97, at 4.
140. See id. (“[T]he system continues to buy back mining power until a fixed target supply is reached, thereby creating long-run dependability on available mining power. Second, the system increases mining rewards, which will be explained in more detail in a later section.”).
141. See id. at 2; Sandor, supra note 113.
142. See TERRA WHITEPAPER, supra note 97, at 5.
143. See id.
144. See id. (“The Terra Protocol runs on a Proof of Stake (PoS) blockchain, where miners need to stake a native cryptocurrency Luna to mine Terra transactions.”).
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149. Id.
150. See id. at 4.
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B. TerraUSD’s Rise

The preceding summarizes the operation of TerraUSD and Luna at the protocol level. On paper, they rely on adoption of TerraUSD as a medium of exchange, envisioning a world in which folks pay their rent and grocery bills using TerraUSD rather than with bank transfers and credit cards.\textsuperscript{152} In reality, there was never such an adoption. Although there must have been enthusiasts who paid for goods and services using TerraUSD, such use was rare and could not explain the multi-billion-dollar market capitalizations of TerraUSD and Luna.\textsuperscript{153}

What, then, explains TerraUSD’s rise if not use as a medium of exchange? As a stablecoin, TerraUSD could be useful as a way to facilitate trading in cryptocurrencies.\textsuperscript{154} Some cryptocurrency exchanges do not deal directly in U.S. dollars or other sovereign money.\textsuperscript{155} Some crypto exchanges simply let participants exchange one cryptocurrency for another (for example, Bitcoin for Ether).\textsuperscript{156} Without actual dollar accounts, the exchange may not provide adequate price discovery, particularly for assets that are not widely traded elsewhere. By adding stablecoins, such exchanges can provide better price discovery in terms of the U.S. dollar. Perhaps more importantly, participants on the exchange would have access to a stable asset without needing to exit the exchange altogether.\textsuperscript{157} For example, traders who expect the broader crypto market to decline in value would want to move their holdings into a stable asset.\textsuperscript{158} Liquidating their holdings for actual dollars might be costly.\textsuperscript{159} Instead, the traders could exchange their holdings in stablecoins.\textsuperscript{160} In short, stablecoins allow traders to park their

\begin{itemize}
\item 152. See id. at 1.
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crypto investments during market downturns without having to convert to actual dollars.\(^{161}\)

Facilitating crypto trading is a substantial use case for stablecoins.\(^{162}\) But, it probably does not explain the rise of TerraUSD either.\(^{163}\) The true driver was decentralized finance (DeFi) and the allure of above-market returns.\(^{164}\) For example, until its collapse, TerraUSD served as the gateway to annual, fixed returns of 20 percent.\(^{165}\) In a world of 1 percent returns on savings accounts,\(^{166}\) a 20 percent return is extraordinary.\(^{167}\) Almost certainly, these returns were the best “use case” for TerraUSD.\(^{168}\) In the aftermath of TerraUSD’s collapse, observers characterized these returns as unstable and hallmarks of a pyramid scheme.\(^{169}\)

C. Comparing the TerraUSD Peg to Other Stablecoins

Fiat-backed stablecoins, like Tether and USDCoin, rely on backing with actual dollars or high-quality, dollar-denominated assets.\(^{170}\) When the peg falters, these reserves are used to stabilize the price.\(^{171}\) Crypto-backed stablecoins like DAI have reserves as well.\(^{172}\) The difference, however, is that the reserves are cryptocurrencies

\(^{161}\) See id.
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\(^{164}\) See Everstake, supra note 163.

\(^{165}\) See id. (“[T]he stable yield on UST savings deposits is nearly 20% per annum.”).

\(^{166}\) Lauren Perez, What Is the Average Interest Rate for Savings Accounts?, SMARTASSET (Sept. 9, 2022), https://smartasset.com/checking-account/average-savings-account-interest#:~:text=According%20to%20the%20FDIC%2C%20the%20,with%20a%20balance%20over%20%24100%20000 [https://perma.cc/H2Y2-7RXC].
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rather than dollars. For these stablecoins, the reserves are independent of the stablecoin’s system. To state the obvious, the financial assets used to secure Tether and USDCoin are created by the issuers (for example, the U.S. government). DAI is backed by a variety of Ethereum-based assets. Notably, Ether is a cryptocurrency created by the Ethereum blockchain. Thus, the Ether and Ethereum tokens that back DAI exist independently from DAI.

Now we can see how TerraUSD fundamentally differs from fiat- and crypto-backed stablecoins. Its primary source of stability comes from Luna, a cryptocurrency that is inherently related to TerraUSD. In effect, price volatility and riskiness are shifted from TerraUSD to Luna.

To see why this is a problem, suppose that all owners of both TerraUSD and Tether’s USDT panicked and wanted to sell. At this point, TerraUSD is supported only by the ability to issue more Luna, whereas USDT is supported by financial reserves held elsewhere. Despite the questions surrounding the adequacy and quality of these reserves, they surely exist. For this reason, USDT has been able to endure the crypto crisis despite a massive contraction.

Terra, in contrast, must issue more Luna. Newly issued Luna does not create new value. Instead, the issuance simply dilutes
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the claims of old holders. In effect, Terra is shifting value from old holders of Luna to sellers of TerraUSD. Consider the not-so-hypothetical situation of May 1, 2022. At that time, the market capitalization of Luna was $28.4 billion, and the market capitalization of TerraUSD was $18.6 billion. For the moment, let us assume that the two were uncorrelated in price movement. Terra could support TerraUSD by issuing some multiple of the number of Luna units outstanding. If it doubled the number of outstanding units, for example, it should be able to raise half of the Luna market cap or $14.2 billion. If it tripled the number of outstanding Luna units, it could raise $18.3, almost enough to buy all $18.6 billion of outstanding TerraUSD.

To be sure, no one expected the need for such drastic measures. During a bank run, however, the ability to withstand drastic withdrawals is the primary way to quell panic. Close reflection should show why Terra’s stability mechanism would suffer during a panic. In effect, Terra allowed its TerraUSD holders to convert their holdings into Luna. Panicked holders of TerraUSD want actual dollars, but they are getting Luna. Once they hold Luna, they will want to sell, and these sales will adversely affect the price of Luna, which is the support mechanism for TerraUSD. Moreover, Luna’s economic value derives from expected mining fees earned on TerraUSD transactions. When the price support mechanism is engaged, however, the supply of TerraUSD is contracting, meaning there will be fewer expected transactions in the future.
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Again, a dramatic thought experiment illustrates the point. Suppose that Terra needed to convert the entire supply of TerraUSD into Luna in order to fight a panic. After the conversion, it is unclear why Luna would have value at all because the source of Luna’s value—mining TerraUSD transactions—has disappeared. Thus, during a panic, the prices of TerraUSD and Luna would be expected to fall at the same time. In the jargon of financial regulation, the stability mechanism is procyclical during a panic.

Even without these mechanical ties, TerraUSD and Luna share a common origin in the Terra Protocol. Like different securities in the same corporation, TerraUSD and Luna share certain fundamental strengths and weaknesses. If the TerraUSD peg slips because of concerns about the Terra Protocol or “ecosystem,” then those concerns would presumably extend to Luna. As before, we can see a contrast between fiat-backed stablecoins and TerraUSD. Concerns about USDT would not typically be concerns about its financial reserves. Similarly, crypto-backed stablecoins like DAI enjoy a certain separation between the protocol (MakerDAO) and the reserve assets (approved Ethereum-based assets).

In summary, TerraUSD seems to have been designed to maintain a peg during mild market perturbations. A slip in the peg of a cent could be remedied by converting a relatively small amount of TerraUSD into Luna. The system could not, however, handle a full-on panic.

---
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D. Regulating Algorithmic Stablecoins After Terra’s Collapse

Even before TerraUSD’s collapse, U.S. regulators were sounding alarms about stablecoins. 208 In November 2021, the President’s Working Group on Financial Markets released its Report on Stablecoins. 209 The Report urged Congress to bring stablecoins within the U.S. financial-regulatory complex, recommending “that Congress act promptly to enact legislation to ensure that payment stablecoins and payment stablecoin arrangements are subject to a federal prudential framework on a consistent and comprehensive basis.” 210 One recommendation was particularly relevant to TerraUSD’s collapse: “To address risks to stablecoin users and guard against stablecoin runs, legislation should require stablecoin issuers to be insured depository institutions.” 211 The President’s Working Group was arguably focused on a different stablecoin, Tether’s USDT, when making this recommendation.

Before analyzing this proposal, we should briefly discuss the preexisting regulatory regime. The CFTC has a much more limited jurisdiction than banking regulators like the FDIC because the CFTC’s jurisdiction does not empower it to regulate the inherent structure of cryptocurrencies. 212 The SEC’s jurisdiction over securities is similar, 213 although securities regulation does require its wards to disclose information through registration and annual statements. 214 Both, however, focus on the information provided to investors. 215 Neither is in the business of deciding whether investments are sound enough to be on the market. 216

Banking regulators, in contrast, are deeply concerned with the inherent stability of their wards. An insured depository institution could not escape regulatory action by honestly disclosing how risky
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and underfunded it is.\textsuperscript{217} Its regulator (for example, the FDIC) is empowered to regulate the “safety and soundness” of the institution and to require “[p]rompt [c]orrective [a]ction[ ]” where appropriate.\textsuperscript{218} Banking regulators have this expanded authority because banks and the like are special: unstable banks threaten not just depositors and investors but the entire financial system.\textsuperscript{219} Looking to expand the reach of banking regulation, the Report recommended stablecoins be issued only by insured depository institutions like banks.\textsuperscript{220} Beyond this, the Report offered little in the way of specifics into how banking regulators would incorporate stablecoins into their regimes.\textsuperscript{221}

Congress should decline this recommendation. In a footnote, the Report claimed that its recommendations were limited to stablecoins that could be converted to fiat currency.\textsuperscript{222} This limitation is puzzling, if not baffling, given that the Report does include the DAI stablecoin in its discussion.\textsuperscript{223} Moreover, the Report does not elaborate on this limitation.\textsuperscript{224} It is worth noting that the Report, released in November 2021, does not discuss TerraUSD at all.\textsuperscript{225} While raising some legitimate concerns about stablecoins and financial stability, the Report failed to foresee the largest crash in crypto history.


\textsuperscript{218.} Id. at 10, 12.


\textsuperscript{220.} See PWG Report, supra note 2, at 16.

\textsuperscript{221.} See id.

\textsuperscript{222.} See id. at 4 n.5 (“Stablecoins that are purportedly convertible for an underlying fiat currency are distinct from a smaller subset of stablecoin arrangements that use other means to attempt to stabilize the price of the instrument.... Because of their more widespread adoption, this discussion focuses on stablecoins that are convertible for fiat currency.”).
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\textsuperscript{225.} The Report does not even describe algorithmic stablecoins in any detail and seemingly misclassifies DAI as algorithmic in nature. See id. at 9 (describing DAI as “an algorithmic stablecoin”). DAI is collateralized by other cryptocurrencies while algorithmic stablecoins are not. See Harvey et al., supra note 102, at 26 (describing DAI as a “crypto-collateralized stablecoin”); Clements, supra note 207, at 135 (describing DAI as “over-collateralized” and distinguishing it from “algorithmic” stablecoins, which are not fully collateralized).
Algorithmic stablecoins like TerraUSD are not simple banks that take deposits and keep them on reserve elsewhere. Indeed, it is hard to analyze Terra from a balance-sheet perspective because it arguably has no assets as defined by accounting. What, then, should financial regulators do if they obtained jurisdiction over algorithmic stablecoins? Regulators could not supervise the adequacy and stability of the reserves because there are no reserve assets other than a utility token like Luna. In all likelihood, algorithmic stablecoins are so radically different from banks that a banking regulator would disallow them. Such a decision to outlaw algorithmic stablecoins should be left to legislatures, not regulators.

Before concluding this discussion, we should briefly consider information disclosure, especially because the Terra Protocol seemed to be decentralized at first glance. However, Terra had a powerful founder exerting considerable control over its Protocol. Furthermore, many investors bought TerraUSD with the hopes of earning high yields. Although this Article does not engage in a full analysis of whether TerraUSD was a security, such a classification seems plausible under these two facts.

III. APPLYING THE MODEL TO OTHER CRYPTOASSETS

A. MakerDAO's DAI Stablecoin

1. Introduction

Like TerraUSD, MakerDAO's DAI is a stablecoin, with a value pegged to the U.S. dollar. Neither TerraUSD nor DAI is backed by
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financial assets like actual dollars or bank deposits. DAI differs from TerraUSD, however, in that it is backed by other cryptocurrencies.231

Anyone with Ether or other approved collateral can transfer the collateral to a MakerDAO smart contract known as a vault and receive back DAI.232 For example, anyone with $100 worth of Ether could deposit it in a vault and receive 68 units of DAI. This person could later retrieve the deposited Ether by repaying the 68 units of DAI plus a stability fee that accrues over the life of the smart contract.233

MakerDAO is a “decentralized autonomous organization” that manages certain aspects of the protocol. For example, MakerDAO will approve collateral types (for example, allowing Ether to be used), set collateral ratios (for example, specifying that holders get 68 units of DAI for $100 worth of Ether), and fine-tune the stability fee.234 MakerDAO’s actions and features of the smart contract are designed to ensure a one-to-one peg between DAI and the U.S. dollar.235 If the peg is successful, then the 68 units of DAI will be worth $68.

2. Information Reporting

In many respects, MakerDAO presents a good case for excusing it from information-reporting regulation. All of the mechanical steps occur on the blockchain, making them fully transparent.236 Holders create DAI directly via smart contract, and they do not need to “trust” MakerDAO to secure their collateral.237 Because MakerDAO is a decentralized autonomous organization, DAI holders can also...

231. See Harvey et al., supra note 102, at 25-26.
232. See id. at 70.
233. See id. Currently, the vault known as “ETH-A” has a collateral ratio of 145 percent. Collateral, DAI Stats, http://www.daistats.com/#/collateral [https://perma.cc/5B3R-VAGW] (last updated Sept. 4, 2022) (tracking and auto-updating collateral ratio and other measurements in real time). Depositing $100 worth of Ether, the investor could withdraw 68 DAI, because the collateral ($100 of Ether) is worth more than 145 percent of the withdrawn DAI ($100 / $68 = 147 percent).
235. See id.
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monitor its decision-making and even participate in it. 238 That being said, regulators should still monitor promotional activities surrounding DAI. As noted in the CoinFund/HypoCoin example, 239 a party could exert considerable control and influence over a decentralized cryptocurrency. This control could even rise to a sufficient level where the SEC would find the cryptocurrency to be a “security.” 240

3. PWG Report and Minimum Standards

Crypto-backed stablecoins like DAI could conceivably fit within the traditional structure of banking regulation. As with fiat-backed stablecoins, the primary question would be measuring the adequacy and stability of reserve assets. 241 Banking regulation asks whether the institution has adequate “capital.” 242 In rough terms, capital is the difference between the assets of the regulated institution and the fixed claims against it (like those of bondholders and depositors). 243 Super-safe assets such as U.S. Treasury debt require little or no capital; risky assets such as corporate equities require more. 244

The Maker Protocol, which controls the creation of DAI, already functions similarly to this. Every unit of DAI is created by depositing another cryptoasset into a smart contract known as a “vault,” and the amount of DAI produced depends on the riskiness of the deposited asset. 245 USDC, similar to Tether, is a fiat-backed
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stablecoin. Someone holding 101 USDC could deposit those units in a Maker vault and receive 100 DAI in return. The depositor could later retrieve the deposited USDC by repaying the newly minted DAI. Under the Maker Protocol, USDC is considered a safe asset that requires only a small amount of excess value (functionally capital). On the other hand, suppose an Ether investor wanted to mint 100 DAI. This person would need to deposit Ether worth $145. Under the Maker Protocol, Ether is considered a risky asset that requires significant excess value against the newly minted DAI.

Thus, we see clear parallels between traditional capital regulation and the Maker Protocol. If DAI and Maker become subject to financial regulation, however, the regulators may not agree with the levels of capital under the Maker Protocol. Capital regulation does not readily extend to cryptocurrencies like Ether. Arguably, Ether is an impermissible asset for a bank to hold. And, even if a bank could hold Ether, regulators might object to using it as a reserve to support deposits. Under this view, the Maker Protocol could not accept Ether as a way to mint DAI.

Even if financial regulators could make their peace with the Maker Protocol, they would face an extremely difficult jurisdictional issue. The Maker Protocol may well be too decentralized to regulate. Recall that the protocol uses smart contracts to mint new units of DAI. “Smart contracts” are really just computer programs that can control cryptoassets. Typical actions would be to receive, transfer, create, or destroy cryptoassets. Because they are just computer programs, the Maker vaults themselves could not be
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regulated directly. Instead, financial regulators would need to obtain leverage over real-world parties who have the power to effectuate changes to the Maker Protocol.

B. Tether’s USDT Stablecoin

1. Introduction

Tether is the largest stablecoin and third-largest cryptocurrency.255 Unlike TerraUSD, Tether is backed by bank accounts and other high-quality assets, making it relatively simple in terms of product.256 As a stablecoin, USDT is intended to be pegged to the U.S. dollar.257 In order to maintain this peg, Tether reports that “[a]ll Tether tokens are pegged at 1-to-1 with a matching fiat currency ... and are backed 100% by Tether’s reserves.”258 These reserves are held as traditional financial assets such as U.S. Treasury bills.259 Because these assets are held in traditional financial accounts, potential holders of USDT cannot verify the reserves via a blockchain.

Tether has long been plagued by concerns over the quality and sufficiency of its reserves. According to the CFTC, “from at least June 1, 2016 to February 25, 2019, Tether misrepresented to customers and the market that Tether maintained sufficient U.S. dollar reserves to back every USDT in circulation with the ‘equivalent amount of corresponding fiat currency’ held by Tether and


257. See id.


‘safely deposited’ in Tether’s bank accounts.” Tether settled with the CFTC, paying a fine and modifying its representations about its reserves. Presumably to disentangle itself from U.S. regulators, Tether pulled back its outreach to U.S. customers.

Presently, Tether does not refer to deposits when describing its reserves. It also releases “attestations” prepared by an accounting firm located in the Cayman Islands. These attestations are not the same as the typical unqualified audit reports submitted by publicly traded companies.

2. Information Reporting

Tether and USDT present significant informational asymmetries and appear to be prime candidates for information-disclosure regulation. A prospective purchaser of USDT would likely want additional information and audited financial statements before purchasing USDT.

One might argue, in response, that USDT buyers should be fully aware of Tether’s turbulent past. This response could, however, be leveled against securities regulation in general. As noted before, the goal of this Article is to outline a regulatory approach for crypto that is consistent with current structures and policy. Requiring disclosures from promoters with important inside information is one of those policies.

In practical terms, forcing information disclosures from Tether could be a challenge for U.S. regulators. Tether operates outside of the United States. Moreover, a stablecoin might fail to satisfy the
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Howey test for securities status, as the stablecoin would not appreciate in value against the U.S. dollar.\(^{267}\) Tether, nevertheless, presents a useful test case for the model of this Article, which points toward expanding the reach of disclosures to reduce information asymmetries.

3. PWG Report

The PWG Report spent considerable time discussing the “reserve assets” of stablecoins.\(^{268}\) We can surmise that the agencies had Tether and USDT in mind. Moreover, it is likely that financial regulators feel comfortable regulating fiat-convertible cryptocurrencies but not the others.\(^{269}\) If subject to banking regulation, Tether would need to demonstrate that its reserves were adequate and stable enough to pay off any holders of USDT that demanded conversion.\(^{270}\) For example, a financial regulator might plausibly demand that every USDT unit be backed by one dollar held in a demand account at another depository institution subject to U.S. regulation. Under this model, Tether could not rely on non-U.S. deposits and nondepository assets as reserves.

Even as applied to Tether and similar cryptocurrencies, this model has weaknesses. The Report limited its application to cryptocurrencies that are convertible to dollars or other fiat currencies.\(^{271}\) After its settlement with the CFTC, however, Tether retreated from the U.S. and stopped converting TerraUSD held by U.S. customers.\(^{272}\) The lack of convertibility seems to distinguish TerraUSD from traditional depository institutions. The lack of outreach to U.S. customers arguably removes Tether from U.S. jurisdiction altogether, and unlike the banks of yesteryear, cryptocurrencies do not have a necessary jurisdictional home based on physical presence.


\(^{268}\). The term appears twenty-seven times. See PWG REPORT, supra note 2, passim.
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Other factors point against imposing minimum standards on Tether, at least at this time. Tether is simply not that large compared to depository institutions. In September 2022, its USDT coin had a market capitalization of around $67 billion. If it were a commercial bank, it would rank #43. Its USDT coin is not commonly accepted as a method of payment, and it does not pose any obvious risk to the U.S. financial system. Perhaps most importantly, the market itself seems to be functioning without disruption. Tether has faced massive withdrawals since the Terra collapse and has, so far, been able to handle them.

C. Wrapped Bitcoin

Smart contracts are computer programs that users can deploy on some cryptocurrency blockchains. Most notably, smart contracts are part of the Ethereum platform and add a large degree of functionality that Bitcoin does not have. In the Ethereum blockchain, for example, users can create “tokens,” which resemble cryptocurrency. Tokens are different from Ether because token transactions occur only inside of user-created smart contracts, whereas Ether transactions occur on the Ethereum blockchain that everyone uses. Many stablecoins are, in fact, simply tokens created on the Ethereum blockchain.

Smart contracts and stablecoins allow for innovative (and sometimes controversial) projects known as decentralized finance (or
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DeFi). Focusing on the Ethereum blockchain, DeFi projects have faced an important limitation because the projects can transact only in those assets that can be transacted in the Ethereum blockchain. Thus, a DeFi project could transact in Ether and in Ethereum tokens. It could not transact in actual dollars. Nevertheless, any Ethereum token created as a stablecoin could be a stand-in for actual dollars. Similarly, an Ethereum-based DeFi project could not transact directly in Bitcoin. Bitcoin functions on its own blockchain, which is separate from Ethereum’s.

As with stablecoins, developers have created a new Ethereum token called “Wrapped Bitcoin,” which tracks the value of Bitcoin while still transacting on the Ethereum blockchain. An owner would transfer Bitcoin to a custodian, and the custodian would transfer a Wrapped Bitcoin token back to the owner. Economically, the Wrapped Bitcoin should have value equal to the value of Bitcoin or close to it. Mechanically, however, the Wrapped Bitcoin exists on the Ethereum blockchain (via a smart contract), whereas Bitcoin exists on its own blockchain.

Wrapped Bitcoin presents a potentially strong case of information asymmetry. Someone who deposits actual Bitcoin will not necessarily know that it is being held as collateral that backs newly issued Wrapped Bitcoin. However, the Wrapped Bitcoin project does take steps to assure depositors that deposited Bitcoin remains as-is.

Less careful promoters, however, might develop variants of the Wrapped Bitcoin. Suppose another promoter develops a new project called Wrapped Bitcoin Plus. The promoter takes Bitcoin deposits but deploys them for other purposes, perhaps loaning the
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Bitcoin to other market actors. This hypothetical Wrapped Bitcoin Plus might plausibly make an additional return for the promoters or even the depositors. But, it introduces an additional level of control and activity on the part of the promoter.

Finally, none of these problems can be solved directly by the blockchain. With real-world Wrapped Bitcoins, depositors can actually see the amount of Bitcoin held as reserves and the amount of Wrapped Bitcoin issued.286 The blockchain would not, however, tell a depositor about the safety of the deposit (for example, from the claims of the promoter’s creditors). Moreover, in the hypothetical Wrapped Bitcoin Plus, the blockchain tells depositors nothing about any relationships with the Bitcoin borrowers.

**CONCLUSION**

Regulating cryptocurrency has long produced difficult issues. This Article does not presume an easy solution to them. Instead, it aims to offer a model for approaching regulation. Most importantly, regulators should adopt a posture of neutrality towards crypto. While legislatures might legitimately decide to promote or suppress crypto, regulators should seek to incorporate it into existing regulatory frameworks.

Crypto will continue to produce difficult issues even with this model. For example, taxing authorities may struggle when defining crypto as “money,” “property,” or some other class important to taxation. For many such problems, however, the important issue will be how the public uses crypto.

More fundamentally, regulators should be open to relying on decentralization when crafting their regulatory schemes. For truly decentralized cryptocurrencies, the public may not need regulatory structures like the required disclosures of securities law. The information already exists on the blockchain and in algorithms.
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